
 
 
 
 

 
 
 
 

 

Tridium Products Unaffected by Shellshock Security Bug 
September 30, 2014 

 
 
After a thorough review of Tridium products, we want to assure our customers that no versions 
of Niagara

AX
 Framework software, or any other Tridium product, are affected by the Shellshock 

Security Bug. 
 
This security bug is a critical vulnerability in the GNU Bourne-Again Shell (Bash), the common 
command-line shell used in many Linux/UNIX operating systems and Apple’s Mac OS X. More 
information about the Shellshock bug can be found at the Vulnerability Notes Database. 
  
The Niagara

AX
 Framework utilizes QNX, a UNIX-like operating system, and does not contain 

the GNU Bourne-Again Shell (Bash). As a result, no patch or update to Niagara Framework 
software is necessary. Customers using Linux should update their Linux distribution. 
 
Cyber security of our products is a top priority at Tridium. As soon as we learned of the alert, 
we evaluated our portfolio and wanted to notify customers as quickly as possible of the results 
of that evaluation. 
 
For questions and more information, please contact your Tridium sales representative directly, 
or email our Sales Support team at support@tridium.com  

 


