
ANNEX 1 

DESCRIPTION OF THE TRANSFER  

(MODULE 1: CONTROLLER TO CONTROLLER) 

 

A. A. LIST OF THE PARTIES 

Controller / Data Exporter / Data Importer / Party, 
as applicable: 

The full name, address and contact details for the Party is set out in the Agreement. 

Controller / Data Importer / Data Exporter / Party, 
as applicable: 

Name:     The Honeywell entity specified in the Agreement. 
Address: 855 S. Mint St., Charlotte, NC 28202, USA 
Contact:  Chief Privacy Officer 
Email:     HoneywellPrivacy@honeywell.com 
 

B. B. DETAILS OF THE TRANSFER 

CATEGORIES OF DATA SUBJECTS Dependent on the Data Exporter’s use of the Data Importer’s Services, the Data Exporter may 
elect to include Personal Data from any of the following types of data subjects:   

• Employees and staff (including applicants, contractors, temporary workers, trainees, 
interns, directors, company officers, shareholders, and agents)   

• Channel partners, distributors, sales partners, business partners and service providers   

• Customers and their staff (including applicants, contractors, temporary workers, trainees, 
interns, directors, company officers, shareholders, and agents)   

• Users  of the Data Importer’s Services  (including end users of Customers and other third 
parties) 

• Any other data subject as described in the Agreement which is in the scope of the 
Services provided. 

 

CATEGORIES OF PERSONAL DATA Dependent on the Data Exporter’s use of the Data Importer’s Services, the Data Exporter may 
elect to include Personal Data from any of the following categories of Personal Data: 

• Business contact information (such as name, email address, gender, job title, 
country of residence, mobile phone number and location) 

• Employment data (such as compensation, qualifications, attendance data, 
curriculum vitae, employment history, education history, work permit, citizenship, 
and residency information) 

• Unique identification numbers and signatures (such as government identifiers, 
cookie identifiers or driver’s license number) 

• Biometric information (such as facial recognition, fingerprints, and iris scans) 

• Commercial Information (such as history of purchases, special offers and payment 
history) 

• Support Services (such as personal data collected through the provision of support 
services online or interactive communications)  

• Information related to data subject’s use of IT assets (such as username, password, 
security question, IP address, login information, credentials, data relating to the 
sending, routing and delivery of emails whilst providing support services, and 
incidental access of the content of email communications etc.)  

• Analytics information (such as behaviour observed based on IP addresses, unique 
identifiers, patterns of hardware, software, device and internet usage, domains, 
apps installed, browsing and support logs etc.) 

• Location data (such as geo-location, network data, location data derived from use 
of wi-fi access points) 

• Device identification (such as UUID, IMEI-number, SIM card number, MAC 
address); 

• Training and development (such as trainee data, training history, individual 
development plans, trainer information and training schedules) 

• Photos, video, voice, and audio (for example webcam or voice recordings) 

• Any further Personal Data contained in an application or IT system which is in scope 
of the Services provided. 

 

SPECIAL CATEGORIES OF DATA (IF 
APPLICABLE) 

Dependent on the Data Exporter’s use of the Data Importer’s Services, the Data Exporter may 
elect to include Personal Data from any of the following special categories of Personal Data:  
 
Racial or ethnic origin, political opinions, religious or philosophical beliefs, trade union 
membership, genetic data, biometric data for the purpose of uniquely identifying a natural 
person, data concerning health, data concerning a natural person’s sex life or sexual 
orientation, or data relating to criminal convictions or offences). 
 

1. FREQUENCY OF THE TRANSFER Dependent on the Data Exporter’s use of the Services, the Data Importer may host, remotely 
access, or otherwise transfer Personal Data on a one-off basis or on a continuous basis when 
providing the Services as described in the Agreement.  
 

2. NATURE OF THE PROCESSING 
 

Data Importer and its subprocessors are providing the Services or fulfilling contractual 
obligations to the Data Exporter as described in the Agreement. 
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PURPOSE OF THE TRANSFER The Data Importer will process transferred Personal Data to provide Services to the Data 
Exporter as described in the Agreement; manage, develop and improve its Products, Services 
and the relationship between the Parties; and any other scope and purpose as described in 
the Agreement. 
 

RETENTION The Data Exporter’s Personal Data will be retained in accordance with the Data Importer’s 
retention policies unless applicable law requires storage of the Personal Data for a longer 
period. 

COMBINATION OF DATA Personal Data received from the Data Exporter is combined with Personal Data collected by 
the Data Importer unless otherwise prohibited by the Agreement. 
 

C. COMPETENT SUPERVISORY AUTHORITY 

The competent supervisory authority shall be the supervisory authority which has jurisdiction in relation to the activities of the Data Exporter as 
controller under applicable privacy laws or, where it is not established in applicable jurisdiction, where its representative has been established 
pursuant to applicable legal requirements or, if the Data Exporter does not have to appoint a representative, where the data subjects whose 
Personal Data are transferred are located. 

D. GOVERNING LAW AND CHOICE OF FORUM 

GOVERNING LAW For the purposes of Clauses 17 of the Controller SCCs, the parties select the law of Ireland. 

CHOICE OF FORUM For the purposes of Clause 18 of the Controller SCCs, the parties select the courts of Ireland. 

E. OTHER 

Where the Controller SCCs identify optional 
provisions or provisions with multiple options) the 
following will apply: 

For Clause 7 (Docking Clause), the optional provision will apply 

For Clause 11(a) (Redress) – the optional provision will not apply 

  

 


